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ABSTRACT

Loop newwork architectures offer attractive advantages over
mesh networks when the host computers are limited in power and
memory resources, are located in proximity one to the other, and
require high performance in the data transfer (i.e., high reliability,
high bandwith and low delay).

In this paper. we propose a new distributed loop architecture
in which each loop interface is connected to four neighbor interfaces
(daisy-chain) and each link can carry traffic in alternate directions.
We show that the daisy-chain architecture is significantly more reli-
able than previously proposed loop networks. This property is based
on the fact that the failure of one or more non-neighbor interfaces
does not disconnect the loop. Furthermore, four links must fail
before an interface becomes disconnected from the loop.

The paper includes an analysis of network throughput, delay
and link utilization as a function of link failures, node failures and
offered rates. The comparison of these results with previously pub-
lished results proves the advantages of the daisy-chain network over
existing loop architectures.

I INTRODUCTION

Distributed processing has become increasingly popular in
recent years, mainly because of the advancement in computer net-
work technology and the falling cost of hardware, particularly of
microprocessors.  Intrinsic advantages of distributed processing
include high performance due to parallel operation, modular growth,
fault resilience and load leveling.

A distributed system, in which several computers coopera-
lively share a set of resources, must be equipped with a communica-
tions subsystem. There are three topologically different approaches:
the store and forward mesh; the common bus or highway, and; the
loop communications system'. The store and forward mesh is usu-
ally associated with high reliability, long distances and a sophisticated
communications protocol which leads to complex software design.
Compared with the mesh, the highway is easier to implement due to
the lack of any routing problems, but suffers from problems of relia-
bility and, for longer distances, of performance.

The loop network offers attractive advantages over mesh and
highway communications systems when the host computers are lim-
ited in power and memory resources, are located in proximity one to
the other and require high performance in the control and data
transfer (i.e., high reliability, high bandwith and low delay). A loop
may, in principle, be considered as a cycle formed by point-to-point
links. Instead of store and forward, the mode employed in most
loop networks is check and forward. In this mode, instead of being
completely buffered at each station before transmission, the mes-
sages are subject to a delay of only a few bit times.

There exists a large variety of different loop communications
systems. Concerning the control, loops can be divided in two
classes: loops with centralized control and loops with distributed con-
trol.

The first class includes the Farmer and Newhall loop?, the
Pierce loop®, the Fraser loop®, the Cambridge University loop®, the
National Security Agency loop®. the "IBM 2790"", the Weller loop®,
the Serial Camac loop® and the Star-ring system'®.

To the second class belong the Farber loop'', the Liu
loop'?~'¢, and the Karsruhe loop'”.

From the reliability point of view, loops with distributed
control are preferable since a failure of the loop supervisor will des-
troy the loop when centralized control is used.

Concerning link and interface failure, the following con-
siderations about loop reliability can be made:

A simple, unidirectional loop system is very vulnerable in
that any failure in the communications line or in a loop interface
destroys the functioning of the loop. To achieve maximum reliabil-
ity of the system, loop interfaces must themselves be as reliable as
possible. A common practice is to separate out the receiver and
transmitter into a small module and to power it from the line so that
local power failure does not affect the whole loop. Another tech-
nique is to have a relay which is powered locally so that loss of
power causes the relay to isolate the interface. Link failure may be
handled in similar ways.

A general way of handling line failures is by use of a standby
loop connected in parallel to the main loop, with each loop interface
being connected to both loops. In case of the failure of one segment
in one loop, the segment in the back-up loop is used.

Zafiropulo ' discusses the use of a double loop in the case
where there is a loop supervisor controlling the reconfiguration of
the loop. Three techniques are defined for the case of double loop:
the "bypass” technique, the "self-heal” technique, and a hybrid of the
two.

In considering the performance of a particular technique, the
values of three parameters are important. These are the terminal
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pair rcliability, the offered load and the length of the loop in terms
of total propagation delay. The last two parameters are usually
evaluated for fault-frce mode of operation. It is important however
10 evaluate these parameters also during fault mode, namely, as a
function of loop reliability. By comparing throughput and delay
parameters for non-faulty and faulty mode of operation, one can
obtain a better appraisal of overall loop fault-tolerance.

In the paper. we present a loop scheme which meets the fol-
lowing requirements:

- distributed control

- high terminal pair reliability relatively insensitive to node pair dis-
tance

- resilience 10 one or more non-neighbor interface failures

- no standby links

- high throughput

- low delay

- very good performance in degraded (fault) mode of operation

Section 11 presents a description of the proposed loop
scheme. The loop topology is a daisy-chain in which, as a difference
from the Farber and Lommis loop, a) all links are active; and, b)
the links form one loop in one direction (basic loop) and one or two
loops in the opposite direction (backward loops).

Recently Liu'>' proposed a Distributed Double-Loop Com-
puter Network (DDLCN), which is designed as a fault-tolerant dis-
tributed system, and claimed that the DDLCN has better reliability
as well as better communications performance than all other loops.
In section 111 the reliability of the proposed loop is analyzed and is
shown to be superior to that of the DDLCN loop.

Section IV and V analyze the communications performance
of the proposed loop. From the analysis it can be concluded that the
proposed loop has also better communications performance than
DDLCN in both fault-free and fault mode of operation.

11 DESCRIPTION OF THE PROPOSED LOOP TOPOLOGY

The proposed loop topology for a 10-node system is shown
in Figure 1. It can be seen that the reliability is improved by the use
of node skipping links known as a daisy-chained loop. It should be
noted that all of the links are active, so that all loop elements are
fully utilized. In fault-free mode of operation, the links are uni-
directional and form one forward (basic) loop and two backward
loops.

In the case of interface failure, the loop is still connected
through the neighbors of the failed node. The loop remains con-
nected also in the case of two or more non-neighbor failures. In the
case of two or more neighbor interface failures, the loop becomes
disconnected, but communications between the remaining interfaces
are still maintained, even if additional single or multiple non-
neighbor interface failures occur.

As the loop transmission mechanism we use the delay regis-
ter insertion technique. This mechanism combines the best features
of the mechanisms used in Newhall’ and Pierce’ loops. The delay
register insertion technique permits concurrent generation and direct
transmission of arbitrary-length messages onto the loop with com-
pletely distributed control. The analysis and simulation of this
mechanism shows the superior performance of DLCN over the
Newhall and Pierce loops.

The functional organization of a loop interface is shown in
Figure 2. A loop interface must accept one stream of locally gen-
erated messages and two streams of incoming relayed messages.
Conflicts of the simultaneous arrivals of messages from the three
streams are resolved in the same way as in Wolf'%, i.e. by delaying
incoming relayed messages in variable-length shift registers located
in the loop interface. To achieve better reliability, a loop interface is
split into two identical modules which have separate control and
separate line driver/recciver (D/R). Both modules share transmitter
(T) and receiver (R) for communications with the host (H) con-
nected to this interface.

A message format is shown in Figure 3. The message for-
mat differs from the DLCN message format only in the Direction
Bit (D). This bit is set by the origin node to inform its neighbor
interface on the basic loop whether to relay the message in the same
(forward) direction (D=1) or to relay it onto the backward loop
(D=0). The neighbor interface checks also the destination address;
if the destination address matches with the interface address, the
message is removed from the loop and routed to the user device
connected to the interface. If the address does not match, the inter-
face relays the message according to the direction bit. If the mes-
sage is coming from the backward link, only the destination address
needs to be checked. If the address matches with the interface
address, the message is routed to the interface Host; if the address
matches with the address of the neighbor interface on the basic loop
the message is rerouted onto the basic loop. When the matching is
not satisfied, the message is simply relayed onto the backward loop.

A link is a twisted-pair channel connected to a line
driver/receiver. Using a hardware interface as for DDLCN, which
has a tri-state control device associated with each of the four links
connected to it, an interface (node) remains connected to the loop
even in the case of a three link failure. Some of the cases of link
failures are shown in Figure 4. Direction of links in fault-free mode
of operation is shown in Figure 4a. In the case when both outgoing
links fail (links 1 and 3), the line driver/receiver for link 4 becomes
a driver so that link 4 can carry traffic in the outgoing direction.
Three link failure situation is shown in Figure 4c; the link number 2
is operating in "time-sharing” mode, i.e. it alternates between R and
D function, and carries traffic in alternate directions. The "time-
sharing” mode of operation is possible since in this case, link
number 2 is carrying only local traffic to or from the Host connected
to this interface .

111 RELIABILITY ANALYSIS

It is customary, as an aid to reliability, to use double parallel
loops with one loop used for standby operation. In this way the reli-
ability will be improved at the expense of cost effectiveness.
Namely, the standby loop does not improve throughput and delay
performance during fault-free operation.

Recently the DDLCN topology was proposed consisting of
two active loops (Figure 5). One loop is dedicated to message
transmissions in the clockwise direction, and the other to the
counter clockwise direction. The main motivation for designing the
DDLCN was to protect the loop from disconnection in the case of
link failures. In the case of an interface failure, the loop is discon-
nected, but still the communication between other interfaces is pos-
sible. It should also be noted that a failure of two or more non-
neighbor interfaces makes the communication between some sets of
interfaces impossible.

In order to compare the terminal pair reliabilities of the pro-
posed loop and the DDLCN, we computed a lower bound on the
terminal reliability for the proposed loop, and we carried out the
exact computation for the reliability of DDLCN. The approximate
terminal reliability was calculated using only three paths between
interface pair. The resulting terminal reliabilities for interface pairs



with distance d = N/2 links on the basic loop, without considering
the possibility of changing a link direction, are plotted in Figure 6.
The terminal reliability values are represented as a function of the
number of interfaces, with link (P;) and interface (PN) reliability as
parameters. It can be seen from the diagrams in Figure 6 that the
proposed loop topology is much more reliable than the DDLCN’s
topology.

Using the algorithm given in Grnarov'’, we then calculated
for a 10 node loop and for Py = P = 0.95 the exact terminal pair
reliabilities as a function of the hop distance between interfaces on
the basic loop. The obtained results, presented in Figure 7, show
that the daisy-chain loop has much better terminal reliablity. Furth-
ermore, reliability is relatively insensitive 1o node distance.
Specifically, the increase in node distance (on the basic loop) from |
to § results in a decrease of terminal pair reliability of only 1.94%.
For the DDLCN., this decrease is equal to 11.1%. The better termi-
nal reliability of the daisy-chain loop is the result of the larger
number of simple paths between terminal pairs, as compared with
the DDLCN. For example, in the daisy-chain loop, there are 11, 10
and 8 simple paths between node pairs at distance 2, 3 and 4 respec-
tively, as compared to only two paths in the DDLCN.

IV MAXIMUM AND AVERAGE NUMBER OF HOPS

In the previous section we showed that the proposed loop
topology change results in significant increase of terminal pair relia-
bility. The terminal pair reliability improvement, obtained by chang-
ing the loop topology rather than increasing loop elements reliability,
also leads to an improvement of throughput and delay performance,
as expected.

Figure 8 shows the hop number for the proposed and the
DDLCN loops as a function of the number of interfaces. The aver-
age number of hops AVERAGE is defined as

1 N 1 N
v = e— — .
AVERAGE = T I‘_L‘l N—lg',d“] (1)

while the maximum number of hops MAXHOP is defined as:
MAXHOP = max d;;

where d;; is minimal number of hops between interfaces i and j,
d;, = 0 and N is the number of interfaces.

(over all (i,j) pairs)

For a 10 node loop topology, the DDLCN MAXHOP and
AVERAGE values are 25% and 19% higher than the corresponding
daisy-chain values. In the case of N=30 these values are 36% and
38% higher. The numbers show that the improved topology will also
result in a smaller delay.

Daisy chain topology shows better hop performance than the
DDLCN after failure also. Figure 9a shows the impact of a link
failure on the number of hops for messages in a 10 interface daisy-
chain loop (Figure 1), evaluated out of each loop interface. It can
be seen that a failure of the link number 1 results in an increase of
50% of MAXHOP and 41% of AVERAGE for the interface number
1. This link failure has impact on two other interfaces as well, as
shown in Figure 9a. The increase of MAXHOP is 25% for both
these interfaces, while the increase of AVERAGE is 7% for interface
number 9 and 20% for interface number 10.

A link failure in a backward loop (link number 11) has
impact on MAXHOP only for interface number 1 (an increase of
25%). The increase of AVERAGE is 33%, 20% and 5% for interface
numbers 1,3 and 5 respectively.

The increase of overall AVERAGE, as defined in (1), is
7.1% in the case of link 1 failure and 5.7% in the case of link 11
failure.

A failure of link number 1 in the DDLCN has impact on
four interfaces. This failure results in an increase of MAXHOP of
80%, 20%, 40% and 60% for interfaces 1,8,9 and 10 respectively.
The increase of AVERAGE for this node respectively is 80%, 8%,
22% and 48%. while the overall AVERAGE increase is 16%.

Figure 10 shows the impact of an interface failure (interface
number 1) on the hop number. For the daisy-chain MAXHOP
shows an increase of 25% for interfaces 3, 9 and 10, and because
there is no traffic to interface 1, a decrease of 25% for interface
number 6. The maximum increase of AVERAGE is 28% (for inter-
faces number 3 and 10) while the increase of overall AVERAGE is
6.5%.

In the DDLCN loop, an interface failure has impact on 7
interfaces and results in maximal increase of MAXHOP and AVER-
AGE of 60% and 62% respectively. The overall AVERAGE
increases by 20%.

From the previous results it can be concluded that the pro-
posed loop topology has much better fault-mode performance than
DDLCN in the case of link failures as well as of interface failures.

V THROUGHPUT CONSIDERATIONS

In this section, we show that the daisy-chain topology also
offers greater throughput than the DDLCN topology. We make the
following assumptions'®: (1) Poisson message generation with total
aggregate rate y, (2) homogeneous network and (3) service rate of
a transmitter equal to u. We compute the loop maximal traffic in
fault-free and fault modes of operation, in a way similar to Wolf’s'
relating each link utilization to the total message arrival rate and set-

ting the maximal utilization to one.

For a 10-node daisy-chain loop, the maximal total rate is

ysat=8.18 u

Under the same assumptions, the DDLCN throughput is:
ysat=12n

The previous results show that in fault-free mode of operation, the
daisy-chain loop can carry 13.6% more traffic than the DDLCN.

Figure 11 shows link utilization in the case of a link failure
(link number 1) for the 10 node loop. For the daisy-chain loop, we
also specify the depth at which the failure information is propagated
into the loop. For the case in Figure 1la. , we assume that only
interfaces number 3,9 and 10 (besides 1 and 2) are informed of the
failure. It can be seen that, even under this rather conservative
assumption, links in the daisy chain loop are better utilized than in
DDLCN leading thus to higher throughput. Namely, ysat = 5.455u
for the daisy-chain loop and ysat = 3.6u for the DDLCN, which
means that the daisy-chain loop can carry 51.2% more traffic in the
case of a link failure. By propagating the link failure information
also to interfaces number 4 and 8 (in the daisy-chain), the
throughput performance becomes 62% better than for the DDLCN.
Notice that in the DDLCN we assume that all interfaces are
informed of the failure.

Figure 11b. shows link utilization in the case of an interface
failure. It can be seen that the daisy-chain loop offers 33.3% greater
throughput than the DDLCN in this case.

From the above it can be concluded that the daisy chain loop
has consistently better fault-tolerant performance than the DDLCN.



VI CONCLUDING REMARKS

In the paper, a new loop network configuration is proposed.
The loop combines the advantages of the daisy-chain topology and
the delay register insertion technique.

1t is shown that, for the same interface and link reliability,
the proposed loop topology has better terminal pair reliability than
DDLCN. As an example, a daisy-chain loop with probabilities
P, = Py = 0.95 has the same terminal pair reliability as a DDLCN
with perfect links. In the case Py = P = 0.95 and 30 interface loop,
the terminal pair reliability of diametrically opposed interfaces in
daisy-chain topology is two times greater than in the DDLCN loop.
Also, the terminal pair reliability of the daisy-chain loop shows rela-
tive insensitivity with respect to node pair distance. In addition to
improving the loop terminal reliability, the topological change also
improves the overall loop performance. For example, in fault-free
mode of operation, the 30 interface DDLCN loop has an average
number of hops 36% larger than the daisy-chain loop. Also, the 10
interface daisy-chain loop, in fault-free mode of operation has
throughput 13.6% greater than the DDLCN.

The proposed loop has better fault-tolerant performance as
well. For example, in a 10 node loop, a link failure increases the
average number of hops by 16% for the DDLCN loop and by 7.1%
for the daisy-chain loop. In the case of an interface failure, these
numbers are 20% and 6.5% respectively. Also, in the case of a link
failure. a daisy-chain loop, in which only three nodes are notified of
the failure. can carry 51% more traffic than a DDLCN loop in which
all nodes are informed of the failure. This value is 33.3% in the
case of an interface failure.

Based on the above results, we conclude that the proposed
daisy-chain topology provides a substantially better overall perfor-
mance than the DDLCN topology, at the cost of a 50% increase in
loop cable length.
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